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Log Analytics Integration
4 ITSM Tools are supported :

■ServiceNow

■Cherwell

■SCSM

■Provance

2 are comings:

■BMC Remedy

■Jira Service Desk



Some Numbers





Log Analytics and ITSM Integration
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Benefits
Detect issues faster
• Automatically create an Incident, Security Incident or an Alert in 

your favourite ITSM solution

Easier Troubleshooting

• Correlate information from different sources, including the 
ITSM CMDB, together in a single repository with Log Analytics

Powerful Reporting

• Track KPIs across your ITOM and ITSM systems using a 
combination of Log Analytics and PowerBI



Performance Numbers
Metric Category Sub Category ServiceNOW Cherwell Service Manager

Tickets Creation Create Incident: 1.25s

Security Incident: 2.23s

Alert & Events: 860ms 

Incident: 1.21s

Event: 545ms

Incident: 2.9s

Update Incident: 840ms

Security Incident: 1s

Alert & Events: 1s

Incident:620ms Incident:1.66s

Config Fetch (Templates & 

Enumeration information)

2.2 sec 19.58s 28s

Logs Size (Mb)

(per 10000 workitems

synced in LA)

ServiceDesk_CL 20MB 11MB 16 MB

ServiceDeskLog_CL ~0.09MB ~0.015MB ~0.07 Mb



Log Analytics – Service Manager Integration, what do 

you need?

An Azure Subscription

• A Log Analytics workspace (free)

A supported ITSM tool

And that’s it ☺



Connect Log Analytics with Service Manager
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Connection SCSM with Log Analytics: Automated Steps

1. Deploy the SM Webapp from github

on Azure

2. Set the webapp properties on Azure

3. Register the app with Azure AD

■ Make note of Client id, Client 

Secret & Webapp URL.



Connection SCSM with Log Analytics: Manual Steps

4. Create a hybrid worker role with OnPrem SCSM

5. Connect Log Analytics with SCSM using the Client id, Client Secret & Webapp URL.



Connection SCSM with Log Analytics: Add ITSM Connector



Connection SCSM with Log Analytics: Add ITSM 

Connector



Action Group
An Action Groups is a reusable notification grouping for Azure alerts. You can create an action group to send an alert via an email, 
SMS, voice, an ITSM action, as well as calling a webhook and re-use it across multiple alerts.

The ITSM Action will allow you to create a work item (incidents, alerts, and events) in the connected ITSM tool when an alert is
fired.

The ITSM action builds on top of the IT Service Management Connector Solution in Azure Log Analytics so it is required before
using ITSM alerts in Action Groups.

Currently you can have up to 10 ITSM actions in a single Action Group.



Pricing Model



DEMO



Key Takeaways

Easy and fast to implement

Respond faster to issues

Automated and centralized

Low cost



Q & A
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